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Select the icon in the top right of the 
screen that looks like a person.Navigate to https://www.cisco.com

Select “Create an account”. If you already 
have an account, go ahead and login.

Getting Started
Account Registration
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Register using your usmc.mil email address. This 
will help manage user access if someone leaves the 
Marine Corps. Non “usmc.mil” email accounts will 
be denied access to the smart account by default.

Click “Register” once complete.

Getting Started
Account Registration
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Once registered, you can login and you will be 
taken to your user portal. Under the security tab, 
you have the option to enable MFA for additional 
security.

Toggle the MFA tab to “On”. It will ask you to 
re-enter your password.

Getting Started
(Optional) Enabling Multi-Factor
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Getting Started
(Optional) Enabling Multi-Factor

The two supported applications for MFA are Cisco 
duo and Google Authenticator. Both are free apps in 
the google or apple app store and can be 
downloaded at no cost.

Select your chosen app and click “next”. This 
example with use Duo, but the process is the 
same for both.
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Getting Started
(Optional) Enabling Multi-Factor

Once complete, your application will give you a 
6 digit code. Enter the code and select submit.

Open your select app on your phone and 
you can either scan the QR code or enter 
the key manually. Images seen here 
have been modified for privacy.
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Getting Started
Modifying Email Address

Option 1: If you do not have things tied to 
your cisco.com account, create a new 
account with your new email address.

Option 2: If you do use your Cisco 
account for things like certification 
tracking, you need to open a customer 
support case.


